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PO2021 如何更改角色默认的报警操作权限 

 

 

问题描述： 

如何更改角色默认的报警操作权限，使之实现本来无法实现的操作 

解决方案： 

1、 报警操作权限与所属角色的访问级别有关，如报警配置权限的访问级别需要 6 及以上 

 

2、 因此角色访问级别≥6 的角色（即拥有报警配置权限）才可以启用或禁用报警 

 

3、 现在想实现除了角色访问级别=8 的其他角色无法启用或禁用报警，就需要去 Cicode 中对其代码进行更改 

4、 首先激活 PLS_Include 工程： 
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5、 然后进入左侧标准，标记符页面，找到函数 PL_Sec_AlmConfig，复制这个函数 

 

6、 然后点击左侧搜索，打开查找并替换页面，在查找栏填入 PL_Sec_AlmConfig，查找选择只勾选代码文件，点击下方

查找，出现如图界面： 
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7、 双击查找结果中的最后一行，打开该函数所在的位置，函数如下： 

CASE PL_Sec_IEDConfig, PL_Sec_Tagging, PL_Sec_AlmDelete, PL_Sec_AlmConfig //2,3,5,6 

IF (GetPriv(PLS_Sec_Engineer,0) OR 

GetPriv(PLS_Sec_Administrator,0) OR 

GetPriv(PLS_Sec_Kernel,0)) AND 

PLSIsControlClientOrServer() THEN 

RETURN 1; 

END 

8、 其中 PL_Sec_AlmConfig 适用于禁用启用报警的语句，可以把它单独摘出来，做如下处理，让禁用启用报警的功能只

有 8 的角色（也就是 Kernel）才能使用。 
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9、 这样处理后，保存。创建一个访问等级为 6 或 7 的用户，登录运行页面，在任意报警行点击鼠标右键，查看是否能

启用或禁用报警，发现该选项已变灰。 

 

 

 
10、 此时如果进入 EVEVT LOG 界面，随便右键点击一个事件，发现 Add Comment 也变灰无法操作了 
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11、 因为启用禁用报警和 Add Comment 的权限都是由函数 PL_Sec_AlmConfig 决定的，所以如果想在没有启用

禁用报警的权限下，仍然能拥有 Add Comment 的功能，则还是需要修改与 Add Comment 相关的 Cicode 

12、 再次搜索 PL_Sec_AlmConfig，双击搜索到的第一行 

 
 

13、 找到Cicode如下所示 

 // add comment and add even 

SELECT CASE listType 

  CASE 15, 16  

   IF (StrToLocalText("@(Comment)") <> AlarmGetDsp(rowAN, "Classification")) THEN  

    items = items + 1;  nCommentIdx = items; 

    IF (NOT PLSSecGetPriv(PL_Sec_AlmConfig)) THEN 

     DspPopupMenu(0, "!" + StrToLocalText("@(Add Comment)")+"..."); 

    ELSE 

     DspPopupMenu(0, StrToLocalText("@(Add Comment)")+"..."); 

   END 

14、 将该段代码中标黄的函数改成访问权限等级更低的函数，如PL_Sec_AlmAck 
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15、 保存后，再次用刚刚的用户登录，可以看到，启用禁用报警依然不可用，但是Add Comment的功能已经可以操作

了 

 

 
 


